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22% of organizations reach 
a good or excellent level in 
cybersecurity – 39% are
at a poor or deficient level.

Differences between countries in cybersecurity maturity

Average score
for all respondents

Low budgets and inefficient budget spending are weakening the overall score
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Current state
• Current state of
critical capabilities

Management
• Top management’s
agenda

• ISO 27001 / NIST

Investments
• Budget compared

to IT budget
• Effective spending

Future
• Internal and
external headcounts
now and in 3 years
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Nixu Cybersecurity Index measures organizations’ cybersecurity maturity. It is based on 180 Northern 
European cybersecurity leaders’ self-assessment responses in four categories: current state, management, 
financial investments, and plans for future development in cybersecurity.

The Cybersecurity Index 2022 data was collected through personal interviews and an online survey in 
September–October, 2022. The score is based on 112 responses.

To learn more, download the Nixu Cybersecurity Index 2022 report: www2.nixu.com/index22
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